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Abstract

There are numerous military, com mercial, and scien-
tific applications for mobile wireless netwaorks which
are able 1o self-organize without recourse to any
pre-existing infrastructure.  We present the S -
Organizing Wireless Adaptive Network (SNAN) pro-
tocol, a distributed net working protocol capable of
managing such networks.  The SWAN approach
is based ondynamic topology management with
power control, allowing if to adapt gradually to the
changing enviornment instead of periodically discard-
ing the network topology information and rebuilding
the net work from scratch. In addition, under  SWAN
control information is distributed instead of being
concentratedina “control phase® . This provides
significant savings when the acquisitionVimes of the

modems arve high,

1 Introduction

Given a set of mobile nodes or terminals equipped
with radio transceivers, we would like for the nodes
to be able to “self-organize” into awireless network.
That is, the nodes must cooperate to form a multi-
hop network amongst themselves without recourse to
any pm-existing in frastructure,. Since the nodes are
mobile, the network most continually adapt to their
changing positions.

A second major challenge in such a network is to
ensure that the transmission schedules of the various
nodes are compatible. If apair of nodesis usinga par-
ticular transmission resource, whether it is a narrow-
band frequency slot, a time slot, or aspread-spectrum
code, that resource wi |l be unavailable to other nearby
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users. For example, if the nodes in a wireless net-
work are using direct sequence spread spectrum radios
to communicate, there is the danger that one trans-
mitter may completely dominate several receiversin
his vicinity, preventing them from receiving from any
other nade in the network (the near-far problem).

The rest of this paper is organized as follows: XXX
YYY 777

2 Background

2.10ther ad-hoc network methods

Several authors have examined protocols for self-
organizing networks [FSM89, BFJ31, PKS85, BR90,
RS86, GT95]. A common approach to maintaining
the network in the face of node mobility and changing
radio conditions is to periodically tear down the entire
network structure and to regenerate the network topol-
ogy from scratch. These methods continually cycle
through alternat i ng phases of network operation. In
the first phase, the protocols gather information about
the network topology, This information is then used to
form a compatible transmission schedule for the sec-
ond phase.

This cyclic approach to network management has
two main disadvantages. First, forcing al of the
nodes to periodicaly participate in the topology gath-
ering phase induces a large and possibly unnecessary
amount of overhead. This becomes particularly dif-
ficult as the acquisition time (the time. required for a
receiver to “lock on” to a transmitter’s signal for the
first time) increases. Second, generating a compatible
transmission schedule is a complex task, especialy as



the network size grows.

2.2 Distributed Power Control

SWAN uses the. Distributed Power Control with Ac-
tive Link Protection (1> PC-ALP) power cent rol algo-
rithm [CBP94] to ensure that ongoing transmissions
are not accidental 1y destroyed by new ones. Under
D PC-ALP, transmitter powers are updated in aseries
of steps, and every transmission isin one of two states,
active or inactive. The transmitter power at step -t
isa function of the transmit power in step ¢, the trans-
mission state at step i, the desired signal to noise ra-
ti oy, and thereceived SNR at step ¢ (fed back from
the receiver to the transmitter). Thus if there are N
transmissions, with the power of the ;'* transmission
during the k'" step given by > then:
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(1)
All transmissions begin in the inactive state at a
very low power (possibly commensurate with the
noise power as seen by a typical receiver). A trans-
mission becomes active once itsreceived SNR crosses
the threshold . A consequence of 1D PC-ALP isthat,
in a static network, if a transmission becomes active at
step k, it will remain active for all 1> £ regardless of
the number and locations of new transmissions started
after time k. This is because active transmissions are
more aggressive in updating their powers, and may in
fact prevent other i nact ive t ransmissions from becom-

ing active.

3 The SWAN protocol

As with many other ad-hoc networking mecthods,
SWAN divides time into a repating series of frames,
which are further subdivided into slots, as shown in
figure 1. SWAN employs the ) PC-Al P power con-
trol algorithm during most of these dlots to ensure that
ongoing transmissions are not interrupted by trans-
missions being set Lip. Inaddition, there is a single
dlot at the beginning of each frame (possibly of a dif-
ferent size) that is not subject to any power control
restrictions. This random access pweriod is used to

allow nodesto form new connections within the net-
work. Oncc a connection has been establi shed be-
tween two nodes, they establish control calls to ex-
change the dataneeded to maintain the power control
algorithm. These control cal Isform a nat rual means
for distributing information such as routing tables.
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Figure 1. The TDMA frame, divided into a short
random-access period and a data subframe.

3.1 link formation and topology mainte-
nance

To form ncw links in the network, nodes handshake
during the random access periods at the beginning of
each TDMA frame. Eachstage of the handshaking
takes place duing adifferent frame, so that if node i
looks for neighbors during frame £, a node may re-
spond to him daring the RA period in frame 4+ 1. The
handshaking procedure is spread over severa TDMA
frames to reduce the total network overhead. By using
only one simplex transmission during each RA period,
we require only one radio acquisition time and hence
can shrink the length of each RA period.

Figure 2: The handshaking procedure during
random access periods.

3.2 Control calls

The second layer of the protocol consists of fixed-
size control calls between nodes that allow a node
to exchange data with itsimmediate ( 1 -hop) neigh-
bors. These control cals carry acknowledgments, lo-
cal control information (requests to allocate slots for
a call, notification that a particular cal shouldbe tom



down, etc.), and any information required by the rout-
ing algorithm. The slots used for the control calls on
aparticular link are arranged by the nodes during the
contention phase as described above.

To support the power control algorithm, acknowl-
edgements are in the form of the received SNR of the
worst packet of the transmission. Thus if a particular
transmission uses several dots per frame, SWAN will
attempt to maintain the received SNR of the worst slot
above the threshold ~.

A simple timeout mechanism is used to destroy
links that become unusable. If a control call goes
unanswered for a specified timeout period, the end-
points declare the link down and deallocate the slots
that were used for all communications cm that link,
rerouting user calls as appropriate. Since the control
calls occur during the data portion of each frame, they
are subject to power control. Thus the control calls,
and hence the link, will fail only under conditions not
covered by the DPC-ALP algorithm (the nodes have
moved so far apart that they are no longer able to
communicate or mobility has made tbe control calls
incompatible with other active calls in the network).

4 Example

An example of a SWAN network and schedule is
given in figure 3. Recall that such a schedule is built
up over time, with control calls being added asnodes
agree 10 become neighbors. Power control guarantees
that once calls are. established, they are robust with
respect to new calls in the network.
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Figure 3: SWAN Network And Schedule Show-
ing Distributed Control Information and User Call
(Gray).

Idle slots are blank. Slots containing communica-
tions arc marked X' N where X is either 7" or 1? de-

peading on if the node is transmitting or receiving anct
N is the node’s partner in the communication. The
gray slotsrepresent auser call from node 1to node 4,
with the arrows representing packet transmissions.

5 Simulation results

1In this section we report the results of a computer
simulation written to evatuate the SWAN protocol’s
performance. As described above, SWAN deals only
with the formation and maintenance of individual
links in the network; no node has any notion of the
network topology beyond its immediate neighbors. To
quantify notions such as network connectivity which
deal with the existance or absence of multi-hop paths
through the network, the simulations employ a simple
flooding protoco! which distributes network topology
information to every node in the network.

We say that a path exists in the network between
nodes i and j if under nodei’s view of the network
topology, there is a communications path fromito j.
In anetwork of N nodes, we define node !, node ¢’s
connectivity at time t, as the fraction of other nodes
in the network to which ¢ has a path (each node al-
ways has a path to itself). That is, if node 7 can form
pathsto Af nodesin the network at time ¢, we say that
i’s connectivity at ¢is('!=M/N,and the network
connectivity is defined as:

N

Cho= Y CUN 2
7=

The following parametes and assumptions were
used in the simulations:

« Al | nodes were restricted to a 100x100 unit
square. At the end of each frame, each node
moved 7 units in a random direction. Nodes re-
flected oft’ the boundaries of the square.

« There were 40 slots per frame and 5 non-
interfering frequency bands. We assumed that
there were alarge number of orthogonal CDMA
codes per frequency band and that code choice
was perfect, i.e. that no two transmissions ever
shared the same CDMA code.

« The required SNR was +:= 10 and we assumed
acoding gain of 20.



« Nodes were allowed to transmit at most 60 units,
and at most 55 units when forming connections.
That is, in the. absence of interfercnce from other
nodes, a node was allowed to use a maximum
transmit power suchthat mother neck GO units
away would receive the signal with SNR = ~--
10. To combat the for mationof tenuous links,
a similar strategy was used to set nodes’ maxi-
mum powers when forming new connections to
55 units.

. control cals were assumed to occupy one slot,
and the contention period occupied one slot dur-
ing each frame.

« The timeout for unacknowledged transmissions
was 25 frames for regular transmissions. Trans -
missions were alowed 35 frames when first es-
tablished.

e Fachnode was alowed to maintain a most 6
neighbors.

e Eachnodetried to maintain three link-disjoint
paths to every other node in the network. Thus
when selecting nodes to which directed random
access transmissions would be posted, nodes
chose targets to maintain this level of connectiv-
ity first and, if there were multiple choices which
yielded the. same connectivity, selected the one
with the highest ratio of received SNR to trans-
mitted power.

Results of the simulation were used to evaluate the
following performance measures of the SWAN proto-
col.

. Timeto construct the network. This was defined
as the minimu m ¢ such that C§,: 1Thisis
important because SWAN’s contention-based in-
cremental network formation differs greatly from
the “al-at-once” formation of 1.CA and other
previous approaches.

« Time required to add a new node to an existing
network. Here the simulation was rununtit the
network became connected. Then 100 frames
were sSimulated to allow for conditions to settle
before mother node was added. The simulation
was then run until C'} was again 1. Figure 4

shows the times required to form a network and
to add a new node to an existing network, aver-
aged over 500 simulation runs.

e The ability of the network to cope with node mo-
bility. To study this, we recorded the connectivity
of anetwork running the SWAN protocol over a
set of 100 sample paths. The results arc shown
infigure 5.

Times Required Te Form A
Complete Network and To Add a
Node To an Existing Network
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Figure 4: Time required to initially forma network
of 10 nodes using 5channels.

Note that the time. required to connect a network Of
20 nodes is far less than 20 times that required to add a
node to an existing network. Thisis due to frequency
reuse during link formation.

6 Conclusion and future work

This paper presented the SWAN protocol, a novel ap-
proach to self-organiz,ing network management. Un-
der the SWAN protocol, the wireless network topol-
ogy is maintained in a distributed manner by using
short contention periods at the beginnings of each
TDMA frame, where nodes “probe” their surround-
ings looking for new neighbors. This method isband-
width efficient, scalable, and provides an integrated
method for handling network formation, topology
maintenance, and the addition of new users. The abil -
ity of the SWAN protocol to cope with node maobility
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Figure 5. CDF of the network connectivity dur-
ing frames 200-2000 for various values of node
mobility.

compares favorably to traditional clustering methods,
asshown by simulation.

We are aso investigating alternate routing tech-
niques whose main muting criterion is power conser-
vat ion i nstead of the bandwidth/delay emphasis of the
current SWAN muter. Though not suited to multi me-
dia traffic, routing to minimize power consumption is
useful in distributed sensor networks where extending
the operational lifetime of the system is important.
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Abstract

T here are nUMeErous military, commercial, and scien-
tific applications for mobile wireless net works which
are able to self-organize without recourse to dany
pre-existing infrastructure.  We prc.vent the Self-
Organ jzing Wireless Adaptive Net work (SWAN) pro-

tocol, a distributed networking protocol capable of

managing such networks.  The SWAN approach
is based on dynamic topology management with
power control, allowing it to adapt gradually to the
changing enviornment instead of periodically discard-
ing the net work topology informat ion and rebuilding
the network from scratch. In addition, under SWAN
control information is distributed instead of being
concentrated in u “control phase”.
significant sa vings wher i the acqu is it iontimes of t he
modem s are high.

i’ his provides

1 Introduction

Given aset of mobile nodes or terminals equipped
with radio transceivers, we would like for the nodes
to be able to “sel f-organize™ into a wireless network.
That is, the nodes must cooperate to form a multi-
hop network amongst themselves without recourse to
any pre-existing infrastructure. Since the nodes arc
mobile, the network must continual | y adapt to their
changing positions.

A second major challenge in such a network is to
ensure that the transmission schedules of the various
nodes are compatible. If a pair of nodesis using a par-
ticular transmission resource, whether it is a narrow-
band frequency slot, atime slot, or aspread-spect rum
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code, that resource wi 1| be unavail able to other nearby
users. 1 ‘or example, if the nodes in a wireless net-
work are using di rect sequence spread spectrum radios
to cornmunic.ate, there is the danger that one trans-
mitter may completel y domi nate several receiversin
his vicinity, preventing them from receiving from any
other node in the network (the near-far problem).

The rest of this paper is organized as follows: XXX
YYYZZ77

2 Background

2.1 Other ad-hoc network methods

Several authors have examined protocols for self-
organizing networks [ FSM89, BES 1, PKS85, BR90,
RS86, G'I'951. A common approach to maintaining
the network in the face of node matility and changing
radio conditions is to periodically tear down the entire
network structure and to regenerate the network topol-
ogy from scratch.  These methods continua |1y cycle
through alternating phases of network operation. In
the first phase, the protocols gather informat ion about
the network topology. ‘I'hisinformation is then used to
form a compatible transmission schedule for the sec-
ond phase.

T'his cyclic approach to network management has
two main disadvantages. lirst, forcing all of the
nodes to periodically participate in the topology gath-
ering phase induces a large and possibly unnecessary
amount of overhead. ‘I’his becomes particularly dif-
ficult as the acquisition time (the time required for a
receiver to ‘block on” to a transmitter’s signal for the
first time) increases. Second, generating a compatible



transmission schedule is a complex task, especially as
the network size grows.

2.2 Distributed Power Control

SWAN uses the Distributed Power Control with Ac-
tive link Protection (1DPC-AI .1') power control algo
rithm |CBP94}to ensure that ongoing transmissions
are not accidentally destroyed by new onecs. Under
DPC-AL I, transmitter powers are updated in a series
of steps, and every transmission isin one of two states,
active or i nactive. ‘I’ he transmitter power at step /-11
isafunction of the transmit power in step i, the trans-
mission state at step 4, the desired signal to noise ra-
tio +, and the received SNR at step ¢ (fed back from
the receiver to the transmitter). Thus if there are N
transmissions, with the power of the ' transmission
during the #/ step given by I’ then:

ki (?I‘l" Inactive Transmissions
r, { s SI\"VRA Active Transmissions
@)
All transmissions begi n in the inactive state at a
very low power (possibly commensurate with the
noi SC power aS seen by a typical receiver). A t rans-
mission becomes active once its received SNR crosses
the threshold 4. A consequence of DPC-AL.1’ isthat,
in a static network, if a transmission becomes active at
step A, itwill remain active for all +> - regardless of
the number and locations of new transmissions star-led
after time/:. ‘I’ hisis because active transmissions arc
more aggressive in updating their powers, and may in
fact prevent other inactive transmissions from becom:
ing active.

3 'The SWAN protocol

As with many other ad-hoc networking methods,
SWAN divides time into a repating series of frames,
which are further subdivided into slots, as shown in
figure j. SWAN employs the DPC-AIP power con-
trol algorithm during most of these dlots to ensure that
ongoing transmissions are not interrupted by trans-
missions being set up. | n addition, there is a single
slot at the beginning of each frame (possibly of a ditf-
ferent size) that is not subject to any power control
restrictions. This random access pweriod is used to

1<y <N

allownodesto form new’ connections within the net-
work. Once a connection has been established be-
tween two nodes, they establish control cal Isto ex-
change the data needed to maintain the power cont ml
algorithm. "I'hese cent rol calls form a natrual means
for distributing information such as routing tables.

I I T
RA Data
Ll

Figure 1. The TDMA frame, divided into a short
random-access period and a data subframe.

3.11.ink format ion and topology mainte-
nance

T'o form new li nks in the network, nodes handshake
during the random access periods at the beginning of
each “1'1 YMA frame. } ‘ach stage of the handshaking
takes place dui ng a different frame, so that if node i
looks for neighbors during frame /-, a node may re-
spond to hi m duri ng the RA period in frame 44 1. “1 *he
handshaking procedure is spread over several TDMA
frames to reduce the total network overhead. By using
only one simplex transmission duri ng each RA period,
we require onl y one radio acquisition time and hence
can shrink the length of each RA period.
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Figure 2: The handshaking procedure during
random access periods.

3.2 Control calls

1t second layer of the protocol consists of fixed-
size controf calls bet ween nodes (hat allow a node
to exchange data with itsinunediate ( 1 -hop) neigh-
bor-s. These cent ml calls carry acknowledgments, lo-
cal cent rol information (requests to allocate slots for
acal, notification that a particular cal | should be torn



down, etc.), and any information required by the rout-
i ng algorithm. The dots used for the control cal Ison
aparticular li nk are arranged by the nodes during the
content ion phase as described above.

"To support the power control algorithm, acknowl-
edgements are in the form of the received §NR of th,
worst packet of the transmission. Thus if a particular
transmission uses several slots per frame, SWAN wit |
attempt to maintain the received SNR of the worst slot
above the threshold +.

A simple timeout mechanism is used to destroy
I inks that become unusable. If a control call goes
unanswered for a specified timeout period, the end-
points declare the link down and deallocate the slots
that were used for all communications on that |i nk,
rerouting user calls as appropriate. Since the control
calls occur during the data portion of each frame, they
are subject to power cent rol. Thus the cent rol cal Is,
and hence the link, will fail only under conditions not
covered by the DPC-AL.P agorithm (the nodes have
moved so far apart that they are no longer able to
communicate or mobi | i t y has made the cent rol cat Is
incompatible with other active calls in the network).

4 Example

An example of a SWAN network and schedule is
given in figure 3. Recall that such a schedule is built
up over time, with control cals being added as nodes
agree to become neighbors. Power cent rot guarantees
that once cal |s are established, they are robust with
respect to ncw calls in the network.
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Figure 3: SWAN Network And Schedule Show-
ing Distributed Control Information and User Call
(Gray).

Idle slots are blank. Slots containing communica-
tions are marked X' N where X' is either 7" or I¢ de-

pending on if the node is transmitting or receiving and
N is the nodes partner in the communication. The
gray Slots represent a user call from nodeIto node 4,
with the arrows representing packet transmissions.

5 Simulation results

in this section we report the results of a computer
simulation written to evaluate the SWAN protocol’s
performance. As descri bed above, SWAN deals only
wi th the formation and maintenance of individual
links in the network; no node has any notion of the
net work topology beyond its i mmediate neighbors. To
guantify notions such as network connectivity which
deal with the existance or absence of multi-hop paths
through the net work, the si mutations employ a simple
flooding protocol which distributes net work topology
information to every node in the network.

We say that a path exists in the network between
nodes / and j if under node /’s view of the network
topology, there is a communications path fromitoj.
in a network of N nodes, we define node "/, node s
connectivit y at timet, as the fraction of other nodes
in the network to which: has a path (each node al-
ways has a path to itself). That is, if node i can form
paths to A1 nodes in the network at time 1, wc say that
s connectivity al 1isC'f=A1/N, and the network
connectivity is defined as;

N
=Yl @
i
The following parametes and assumptions were
used in the simulations:

« Ail nodes were restricted to a 100x 100 unit
square. At the end of each frame, each node
moved 12 units in arandom direction. Nodes re-
flected off the boundaries of the square.

« ‘1 '‘here were 40 dlots per frame and 5 non-
interfering frequency bands. We assumed that
there were alarge number of orthogonal CI>)MA
codes per frequency band and that code choice
was perfect, i.e. that no two transmissions ever
shared the same CDMA code.

« The required SNR was = 1() and we assumed
acoding gain of 20.



« Nodes were allowed to transmit at most 60 units,
and at most 55 units when fermi ng connect ions.
‘That is, in the absence of interference from other
nodes, a node was allowed to use a maximum
transmit power such that another node 60 units
away would receive the signal with SNR =~ =
1 (). To combat the formation of tenuous links,
asimilar strategy was used to set nodes' maxi -
mum powers when fermi ng new connections to
55 units.

. Controf calls were assumed to occupy one slot,
and the contention period occupied one slot dur-
i ng each frame.

. The timeout for unacknowledged transmissions
was 25 frames for regular transmissions. 'I'rans-
missions were allowed 35 frames when first es-
tabl i shed.

. Fachnode was allowed to mai ntain at most 6
neighbors.

. Fach node tried to maintain three link-disjoint
paths to every other node in the network. Thus
when selecting nodes to which directed random
access transmissions would be posted, nodes
chose targets to maintain this level of connect iv-
ity first and, if there were multiple choices which
yielded the same connectivity, selected the onc
with the highest ratio of received SNR to trans-
rni t ted power.

Results of the simulation were used to evauate the
following performance measures of the SWAN presto
col.

. Time to construct the network. ‘1 ‘his was defined
as the minimum ¢ such that (' =1 ‘I'his is
important because SWAN’s contention- based i n-
cremental network formation differsgreat | y f rom
the “all-at-once” formation of 1 .CA and other
previous approaches.

e Ti merequired to add a ncw node to an existing
net work. 1 lere the simulation was run unti | the
net work became connected. tThen 100 frames
were simulated to alow for conditions to settle
before another node was added. The simulation
was then run until "4 was again 1. tigure 4

shows the ti rnesrequired to form a network and
to add a ncw node to an existing network, aver-
aged over 500 si mutation runs.

« 'The ability of the network to cope with node mo-
bitity. To study this, we recorded the connectivity
of anetwork running the SWAN protocol over a
setof 100 sample paths. The results are shown
infigure 5.

1 1mes Required ‘[0 Form A
Complete Network and To Add a
Node To an Existing Network

6 Connect 2., ph of 2 oenles 7
%
] Ad 2 2ist node o the emxiing hetwork ‘

125

100

75

Tirp (Frames)

284 -

2 3 4

Node Mobitity (UnitsFrame)

Figure 4. Time required to initially form a network
of 10 nodes using 5 channels

Note that t he time required to connect a network of
20 nodes is far less than 20 times that required to add a
node t0 an existing network. This is due to frequency
reuse during link formation.

6 Conclusion and future work

This paper presented the SWAP! protocol, a novel ap-
proach to self-organizing network management. Un-
der the SWAN protocol, the wireless network topol -
ogy IS mai ntained ina distributed manner by using
short contention periods at the beginnings of each
TDMA frame, where nodes “probe”’ their surround-
ings looking for new neighbors. 1“his method isband-
width efficient, scalable, and provides an integrated
method for handling network formation, topology
maintenance, and the addition of new users. 'The abil-
ity of the SWAN protocol to cope with nodemobili ty
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Figure 5: CDF of the network connectivity dur-
ing frames 200-2000 for various values of node
mobility.

compares favorably to traditional clustering methods,

as shown by si mulation.

We are also i nvestigating alternate routi ng tech-
niques whose main routing criterion is power conser-
vation instead of the bandwidth/delay emphasis of the
current SWAN router. I’ bough not suited to multi me-
diatraffic, routing to rni nimize power consumption is
useful i n distributed sensor networks where extending
the operational lifetime of the system isimportant.
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